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Wi-fi terms and conditions of use 
 
The following terms and conditions govern user responsibilities relating to the use of the wifi system at Belmont United 
Methodist Church (BUMC). 
 
Description of wifi service availability 
 
BUMC will provide access to its wifi system at locations that have been equipped with wireless access points. Access 
points or enabled locations may not be available in all areas of BUMC, and may not always be operational. BUMC will 
provide the user with wireless connectivity information upon request and acceptance of this agreement. 
 
Fee for wifi system 
 
The wifi system at BUMC is provided free of charge as a service to employees, members, visitors, and some non-
church facility user groups. 
 
Access to Internet 
 
BUMC does not screen or restrict access to any content placed on or accessible through the Internet. BUMC also does 
not screen or restrict communications between parties via the Internet. The user acknowledges that if they access the 
Internet they may receive or be exposed to content, goods, or services, which may be considered to be improper, 
inaccurate, misleading, defamatory, obscene, or otherwise offensive. The user agrees that BUMC is not liable for any 
action or inaction with respect to any such content on the Internet accessible through the wifi System. 
 
User Responsibilities 
 
The user must: 
 
1. Provide all equipment (including computer/tablet hardware and software, smart phones, wireless network cards, 
etc.) to connect to the wifi system.  
 
2. Comply with local, state, federal, and international laws and regulations, including but not limited to copyright and 
intellectual property rights laws. The user agrees to be responsible for and to bear all risk and consequences for the 
accuracy, completeness, reliability and/or usefulness of any content available through the wifi system and all 
communications that is sent or received via the wifi system.  
 
2. Not share the system password with any other parties except employees or members. 
 
BUMC does not guarantee security of any data the user sends through the wifi system. It is the user's responsibility to 
secure such data. 
 
Acceptable Use Policy 
 
All users of the wifi System must comply with this Acceptable Use Policy (AUP). This AUP is intended to prevent 
unacceptable uses of the internet. BUMC does not actively monitor the use of the wifi system under normal 
circumstances. Similarly, we do not exercise editorial control or review the content of any website, email transmission, 
social media postings, or other material created or accessible over or through the wifi system. However, BUMC may 
remove, block, filter, or restrict by any means materials that, in our sole discretion, may be illegal, may subject BUMC 
to liability, or may violate this AUP. BUMC may cooperate with legal authorities and/or third parties in the investigation 
of any suspected or alleged crime or civil wrong. Violation of this AUP may result in the suspension or termination of 
user access to the wifi system. 
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The following constitute examples of violations of this AUP. 
 
The user agrees to not use the wifi system to: 
 
1. Transmit any material (by uploading, posting, email, or otherwise) that is unlawful, threatening, abusive, harassing, 
tortuous, defamatory, obscene, libelous, invasive of another's privacy, hateful or racially, ethnically or otherwise 
objectionable. 
 
2. Harm, or attempt to harm, minors in any way. 
 
3. Impersonate any person or entity or falsely state or otherwise misrepresent the user’s affiliation with a person or 
entity; forge headers or otherwise manipulate identifiers in order to disguise the origin of any material transmitted 
through the wifi system; 
 
4. Transmit any material (by uploading, posting, email or otherwise) that infringes any patent, trademark, trade secret, 
copyright, or other proprietary rights of any party. 
 
5. Transmit (by uploading, posting, email or otherwise) any unsolicited or unauthorized advertising, promotional 
materials, junk mail, spam, or any other form of solicitation. 
 
6. Transmit any material (by uploading, posting, email or otherwise) that contains software viruses or programs 
designed to interrupt, destroy, or limit the functionality of any computer software or hardware or telecommunications 
equipment. 
 
7. Interfere with or disrupt the service or servers or networks connected to the service, or disobey any requirements, 
procedures, policies, or regulations of networks connected to the service. 
 
8. Stalk or otherwise harass another; or collect or store, or attempt to collect or store, personal data about third parties 
without their knowledge or consent. 
 
9. Use the wifi system for high volume data transfers, especially sustained high volume data transfers. 
  
The user understands and agrees that BUMC may disclose their communications and activities using the wifi system 
in response to lawful requests by governmental authorities. 
 
Termination 
 
BUMC may terminate this agreement and cancel the user’s access to the wifi system at any time, without notice and 
for any reason including, but not limited to violation of any of the terms and conditions of this agreement, security or 
safety reasons, and/or using the wifi system to perform any illegal activity.  
 
Notice of Problems or Complaints 
 
If you experience a problem accessing or using the Wifi System, report the problem by calling 615-383-0832 or by 
emailing aslade@belmontumc.org. 
 
Indemnification 
 
The user shall defend, indemnify, and hold BUMC harmless from and against liabilities of any nature whatsoever that 
occur as a result of, or are in any way connected to, their use of the wifi system or any breach of this agreement. The 
wifi system is provided on an “as is” and “as available” basis. BUMC does not guarantee the services will be 
uninterrupted, error-free, or free of viruses or other harmful components.  
 
I have read and fully understand the wifi terms and conditions for use for the BUMC wifi system, and agree to abide by 
them.  
 
__________________________________________    _____________________ 
Signature       Date 
 
 


